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Abstract:
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1 Introduction
The Rembo Wizard is afree plug-in module for the Rembo Toolkit.

This document collects together installation instructions and management policies for al the
components that make a single computer as a Rembo server with following components and features:

& |SC DHCP 3.0 server that has a hard-coded PXE-redirection to the Rembo Toolkit server asa
boot server. Rembo is not used as PXE-proxy in this approach

Rembo Toolkit 2.0 server

The Rembo Wizard 2.0 plug-in module

Backup strategy for the Rembo shared file system and configuration files

Administrator group of usersthat can manage DHCP and Rembo services on the server
without root privileges

K& &K

The above isfor the Sun Solaris and for Linux based systems. This document does nat currently deal
with the ingtalations on Windows servers, although all the components are known to be available for
Windows 2000 Server.

2 |SC DHCP Daemon 3.0 Ingtallation

This HOW-TO is a supplement to the Internet Software Consortium's documentation for the DHCP 3.0
software. The example Rembo Server platform below is RedHat Linux 7.1 server. Configuration
procedure has following objectives:

& Use|SC 3.0 with much richer features than 1ISC 2.0 found from the standard RedHat Linux 7.1
ingtallation

& Allow anon-root user (but with group level regtrictions) to edit DHCP configuration file - with
version contral - and restart the DHCP daemon

& Add a PXE option space to the DHCP configuration file so that a PC computer that is booting
from the network with PXE 2.0 (or greater) could be explicitly told to boot from a given
Rembo Server.

In the following procedure DHCP server will be installed on the same RedHat 7.1 Linux machine that
is dready hosting a Rembo Server. Apart few exceptions, the procedure is know to be the same with
SUSE 7.2 Linux and with Sun/Solaris 7/8/9 systems. Differences are explained below where applicable.

2.1 Uningall the existing dncp2.x verson from a SUSE / RedHat Linux systems

Verify that the dhcpd (2.0) isnot aready installed:

Is -1 /etc/init.d/ dhcpd
I's -1 /usr/sbin/dhcpd

If ingtalled, uningtdl from the RPM's (you can use rpm(8) if you like, instead of graphicd interface)

export DI SPLAY=yourwor kst ation: 0

[ usr/ bi n/ kpackage

* Find dhcp- package

* Uninstall the server fromthe RPM

Introduction )
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2.2 Ingallation of the | SC's3.0 DHCP server

In below example, the source code distribution of ISC <r evi si on>DHCP server isplaced in the
shared NFS-directory /csadmin/common/install/rembo/dist/. (Not at the ESRF? Obtain your copy from
DHCP home page).

cd /usr/| ocal
tar xvzf /csadm n/common/install/renbo/ dhcpd/ dhcp <revi sion>tar. gz

- or Solaris: -
gzcat /csadm n/ common/install/renbo/ dhcpd/ dhcp <revision>tar.gz | tar xvf -

- no gcc on Solaris? install it first -
gcc

cd /csadm n/ comon/ sw i nstal |
./cswinstall gcc

cd dhcp- <revi si on>
./configure

make

nmake install

nmake cl ean

touch /var/ st at e/ dhcp/ dhcpd. | eases
- or Solaris: -
touch /etc/dhcpd. | eases

- do you want to renove gcc from Sol ari s?
cd / csadm n/ comon/ sw i nstal |
./ cswenove gcc

2.3 Makethe DCHP server'sredart available for non-root users

The System V init() startup script is OS-dependent, with .sh-extension. In below example, the example
script is placed in the shared NFS-directory / csadni n/ common/ i nst al | / r enbo/ dhcpd/. An example
of adhcpd.shfor RedHat Linux 7.1 server is available in Appendices 8.1.

cd /etc/init.d
cp /csadni n/ common/instal | /renbo/ dhcpd/ i nitd. <your _os>/ dhcpd. sh

Compile on the target system a program that alows any user to cdl the above /etc/init.d/dhcpd.sh with
supervisor's privileges. For example (the example for the dhcpd.c, referred below, isin Appendices 8.4),

cd /tnp

cc -o dhcpd /csadm n/ conmon/instal |l /renbo/ dhcpd/i nitd/ dhecpd. ¢
nv dhcpd /etc/init.d/ dhcpd

chrmod +s /etc/init.d/ dhcpd

Non-root users should be able to edit dhgpd.conf, create adirectory for it (In below example, the
example configuration fileis placed in the shared NFS-directory
/csadmin/common/install/rembo/dhcpd. An example of dhepd.conf is availablein Appendices8.3. In
the example, group comp isfor the ingtdlation personnd):

nkdi r -p /etc/dhcpdir/RCS

chnmod -R 775 /etc/ dhepdir

chown -R <you> /etc/dhcpdir

chgrp -R conp /etc/dhecpdir

cp /csadm n/ common/instal | /renbo/ dhcpd/ dhcpd. conf _exanpl e /et c/ dhcpdi r/ dhcpd. conf
chrmod 664 /et c/ dhcpdi r/ dhepd. conf

chown <you> /et c/ dhcpdir/ dhcpd. conf

chgrp conp /etc/ dhcpdir/ dhcpd. conf

6 ISC DHCP Daemon 3.0 Installation
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2.4  Configureand test DHCP services
On an other window, login as <you> and modify the DHCP configuration to correspond your needs.

cd /etc/dhcpdir

ci -1 dhcpd. conf

........ do some heavy editing on /etc/dhcpdir/dhcpd. conf .......
* add a network definition for all networks in your system*

Ontheroat user's window, check that your modifications do nat contain errors

[ usr/sbin/dhcpd -d -cf /etc/dhcpdir/dhcpd. conf 2>&1 | |ess

*Common Error* "Can't bind to dhcp address, Address already in use"
*Reason* Renboserver is running and is programred for DHCPProxy:
*Resol ve* Add to renbo. conf:

Di sabl eDHCPPr oxy

Boot NoMul ti cast Di scovery

(use Ctrl-C with to kill the above process if no errors were reported)
Satisfied? Back in the <you> window, save your work

ci -u dhdpc.conf (and to get it out next time, use "co-l dhcpd. conf")
Check that the startup works, again, being <you>, say

/etc/init.d/ dhcpd start
/etc/init.d/ dhcpd stop
/etc/init.d/ dhcpd debug

- stop with CTR.-C -
/etc/init.d/ dhcpd start
/etc/init.d/ dhcpd restart

25 Ingall the dhcpd-servicein the sartup proceduresfor System V init()

cd /etc/rc.d/rc3.d
- or Solaris:-
cd /etc/rc3.d

In -s ../init.d/ dhcpd. sh S64dhcpd
In -s ../init.d/ dhcpd. sh K64dhcpd

- RedHat Linux only: -

cd /etc/rc.d/rch.d

In -s ../init.d/ dhcpd. sh S64dhcpd
In -s ../init.d/ dhcpd. sh K64dhcpd

3 Rembo Toalkit Server 2.0 Installation

This HOW-TO is an supplement to the Rembo Server's documentation and to the | NSTALL fileinits
distribution. The method explained below preparesthe ingtdlation for

& Easy upgrade to new patch levels of the Rembo Server by separating the migrating files and
directories on a different file system

& Allow anon-root user (but with group level restrictions) to edit Rembo's configuration file -
with version contral - and restart the Rembo Server

& Prepare the user authentication for The Rembo Wizard plug-in module

Rembo Toolkit Server 2.0 Installation 7
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3.1 Binaryingallation of a Rembo Toolkit [verson]

For example, Rembo Todlkit [release] = 2.0[ version] = 014. Digtribution is downloaded from the

Rembo's web shop and placed in the shared NFS-directory /csadmin/commonvinstall/rembo/dist/ in the
following example.

cd /opt

tar xvzf /csadm n/conmon/install/renbo/dist/renbe[rel ease].[version]_linux.tgz
- or -

tar xvf /csadm n/conmon/install/renbo/dist/renboe[rel ease].[version]_solaris.tar

nv renbo-[rel ease] renbo-[rel ease].[version]
rm-f renbo

In -s renbo-[rel ease].[version] renbo

cd renbo

nv renbo. conf renbo. conf_di st

3.1.1 Create a directory for the Rembo shared file system repository

Create /opt/remboffiles to point to a free disk space big enough (20GB+) (if the file system ison NFS,
use option nolock), for example, on a mounting point /rembo.

Make the repasitory file system mounting point writable to the administration group comp. Creste an
emplacement for the TiNA backup restorations.

chrmod 775 /renbo

chown [you] /renbo

chgrp conp /renbo

cd /renbo

nkdir files

In -s /renbo/files /opt/renbo/files
nkdi r Restored

3.1.2 Install the default configuration file

Still on the (example /rembo) file system, with the installation group name comp, create configuration
file (the example rembo.conf isin the Appendices 8.5).

cd /renbo

cp / csadm n/ comon/instal |l /renbo/ conf_exanpl es/ renbo. conf .
nkdi r RCS

chmod 775 RCS

chown [you] RCS

chgrp conp RCS

ci -u renbo. conf

In -s /renbo/ renbo. conf /opt/renbo/ renbo. conf

3.1.3 Install the license key

Install the license key that you have obtained from the Rembo Shop (on example, the key is stored in
the shared NFS-directory /csadmin/common/install/rembo/dist/ and installed on the /rembo file system)

cd /renbo
cp / csadm n/ comon/install/renbo/ di st/ renbo. key_[rel ease]
In -s /renbo/ renbo. key_[rel ease] /opt/renbo/renbo. key

8 Rembo Toolkit Server 2.0 Installation
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3.1.4 Install netclnt-script to protect tty-settings

It has been reported that some versions of netclnt-utility program actually modify tty-settings of your
console. To avaid this, asmdl script has been written:

#!/ bi n/ sh
ternmsettings=stty -g°

/ opt/renbo/ m sc/netclnt $@
stty ${ternsettings}

The above script is placed into the NFS-digtribution directory /csadmin/common/ingtall/rembo/misc.
Ingtd | the wrapper script on /usr/local/bin and set its execution permissions for the system
administration group.

cd /usr/local/bin

cp /csadnmi n/ comon/install/renbo/m sc/netclnt .
chrmod 775 netcl nt

chown [you] netclnt

chgrp conp netcl nt

3.1.5 Initial start-up
Start The Rembo Server on anew file system

cd /opt/renbo/ renbo
./renbo -d -v 3

Wait until the crypto key is generated and leave the Rembo-process running, with debug printing on a
console window.

Login asroot on an other window and install Rembo plugin distribution on Rembo file system

cd /opt/renbo
vi srvfiles.nc (replace (pass)word "install" by "renbo")
lusr/local/bin/netclnt srvfiles.nc

Stop now the foreground running Rembo-sserver with Cirl-C.

3.1.6 Install the /etc/init.d start-up script and its suid-wrapper program

Take the Rembo startup script from the initd.[ os-specific] directory, and ingtall it on /etc/init.d, for
example (the rembo.sh referred below isin the Appendices 8.6)

cp /csadm n/ common/install/renbo/initd. rh71/renbo.sh /etc/init.d/renbo.sh
- or -
cp /csadm n/comon/install/renbo/initd. solaris8/ renbo.sh /etc/init.d/ renbo.sh

Compile on the target system a program that allows any user to cal the above rembo.sh with
supervisor's privileges. For example (the rembo.c referred below isin the Appendices 8.7)

cd /tnp

cc -0 renbo /csadm n/ common/install/renbo/initd/ renbo.c
nv renbo /etc/init.d/ renbo

chnod +s /etc/init.d/renbo

Rembo Toolkit Server 2.0 Installation 9
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Make sure that thereis a symbalic link from Rembo's default installation directory to the actua, /opt
based ingtdlation:

In -s /opt/renbo /usr/|ocal/renbo

It may occur that TiNA (Time Navigator, a product of Atempo) is used as backup daemon later to
backup Rembo file system. Check now that TiNA (or other non-root user) can stop/start Rembo. If OK,
leave The Rembo Server running on background.

su - tina

/etc/init.d/ renbo start
/etcl/init.d/ renbo stop
/etc/init.d/ renbo start
exit

Make the required links on the System V init.d directories so that Rembo will start autometically on the
server, for example, again asroot (example for RedHat Linux 7.1 and for Solarisg)

Note: For the startup, you will call the actual script /etc/init.d/rembo.sh and not the root privilege
interface program /etc/init.d/rembo

cd /etc/rc.d/rc3.d
- or Solaris:-
cd /etc/rc3.d

In-s ../init.d/renbo.sh S65renbo
In-s ../init.d/ renbo.sh K65renbo

- RedHat Linux only: -

cd /etc/rc.d/rch.d

In -s ../init.d/renbo.sh S65renbo
In -s ../init.d/renbo.sh K65renbo

3.2 Preparation for the Rembo authentication

The Rembo Wizard contains two built-in user names: root and rembo. The authentication of these users
is done on the server on which the Rembo Server runs. Obvioudly, it isnot a good ideato divulge the
root password of the server machine to The Rembo Wizard's end users. It is preferable to create a non-
login, public user for the authentication purposes only. Using the operating system's system
adminigtration todl (linuxconf, YaST, ...) or just by editing /etc/passwd and /etc/group, do the following:

& Create user rembo
o0 withapassword that would be known by al the personnd involved with the
ingtallation
0 /binffdseor smilar as shdl
0 make member of the installation group, such as comp, or sSimilar
& Make sure that root belongs to the installation group, aswell

The authentication for the installation could be as follows in the rembo.conf-file of the Rembo Server:

Aut hLocal Donai n renboaut h {
User G oup "conp"
}

GROUP test {
Opti ons uni cast
Aut hDomai n "renboaut h"
# triunph

10 Rembo Toolkit Server 2.0 Installation
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Host 00: 02: b3: 1a: 5f: 16 {
Start Page "net://gl obal/renbow z.shtm"

}

If the ser.v'e-r‘s operating system supports PAM-authentication, you can create afile /etc/pam.d/rembo
with following, example contents for RedHat 7.1 server (you can use LDAP, or other suitable service
for your organization):

#BPAM 1. 0
auth required /1ib/security/ pam stack.so servi ce=syst emauth
account required /1ib/security/pam stack.so servi ce=systemauth

Following example isfor the Solaris 8 PAM authentication file /etc/pam.conf:

# Renbo dient Authentication Requests
renbo auth required /usr/lib/secuity/$l SA pam uni x. so. 1
renbo account required /usr/lib/security/$l SA pam unix. so. 1

3.3 Preparing Rembo Server for email reporting from The Rembo Wizard

The Rembo Wizard has a built-in reporting features that are directing by default to the host’slogfile (in
/usr/local/rembo/logs/'< MAC-address> .1ogHfil€). These reports can be directed to an e-mail address by
using the Rembo Todlkit Server as an e-mail relay towards the organization's email server. Thisis
dedared in the rembo.conf-file of the Rembo Server befor e any hosts dedlarations:

TCPTunnel sendmail {
Renot eHost " nai | serv. myconpany. conf
Renot ePort 25

}

In the autoload-file in an appropriate level (globa, group, host) you would modify or dedare the email
addresses to use. Nate that the from address must be different than the address that receives the reports,
otherwise awarning message will pop up on the dient computer.

str ReportEmail = "sysadm n@ryconpany. con;
str FronEnmil = "renbo@ryrenboserver. nyconpany. com;

4 TheRemboWizard 2.0 Installation

4.1 Automatic Ingallation

The automatic ingtallation of The Rembo Wizard is available only if you have GNU-make (gmake)
program available.

In the below example, The Rembo Wizard's latest version is downloaded from the projedt’ s distribution
repository

http://sourceforoe.net/proj ect/showfiles.php?aroup 1d=46998

and ingtalled in shared administration NFS-directory

/ csadmi n/ conmon/ i nstal | / renbo/ renboni z-2. 0. [ ver si on]

Thereisaso asymbdlic link into the directory where the latest version of The Rembo Wizard has been
ingtalled

The Rembo Wizard 2.0 Installation 11
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cd /csadnmi n/ comon/instal |l /renbo
In —s renbowi z-2. 0.[version] renbow z

Make sure that you are working on machine where the target Rembo Toalkit Server has been ingtd led.
Make sure that the Rembo Toolkit server is running.
Move into the distribution directory and execute the installation part of the Makefile with GNU-make:

cd /csadm n/ common/ i nstal |l /renbo/ rembow z
nmake install

- Or —

grmake install

If you do not have GNU-make available in the computer where the Rembo Toolkit server has been
installed but you have a Linux-box around that can mount the same NFS-distribution directory, on that
meachine say:

cd /csadni n/ common/instal |l /renbo/ renbow z
nmake install target=<target_server_nane>
4.2 Manual Ingallation

Manual installation of The Rembo Wizard consists of copying severd files from the distribution tar-bdll
into the Rembo Toalkit server’ sfile system. Since the number of files and their names may vary from
one distribution to an other you are invited to consult the live web page for the install ation:

http://rembowi z.sourceforge.net/sysadm/install . htm#manual

5 Back-up of the Rembo Toolkit server

On ameachine installed using the above instructions we can identify easily following file systems that
we should back up in regular basis

& [etc/dhcpdir/dhcpd.conf
DHCP-dedarations of all the machines that should boot from the Rembo server

& [remboffiles
Rembo server’s shared files repository. This directory contains all the disk images of dl the
systemsthat the Rembo server is dedling with. Y ou can consider thisfile system as aflat file
system database that can have any size from 10 MB to 120 GB.

& [rembo/rembo.conf
Dedarations of dl the machines served by the Rembo server

The backup arrangement presented below is from alarge scale insta lation using several Rembo servers.
There are several Rembo servers, each serving their own network segment. Each server has a secondary
network interface which is connected into an administration network, called rembonet. The
adminigtration network is used as a channel for the network based backups, using Time Navigator, a
product of Atempo.

Time Navigator, or TiNA server isrunning on a dedicated backup server. The server does hot havea
DLT band robatics of its own, but it is getting its dots from an other TiNA server that is sharing its
robotics over an other network.

12 Back-up of the Rembo Toolkit server
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rembo.srvb6
I— p— e mbo.srval
TiNA-server p— e mbo.Srva2
client networks
Shared
robotics

p— o mbo.srvaN

rembonet

remb
tap

'..

4

5.1 Running daily backup processes

Starting from Rembo Toalkit Server 2.0 the shared file repository islocated on the server’slocd file
systemn, without any centraized, artificid i-node file that would stay locked. It istherefore possible to
take backups of the Rembo Toolkit Server without stopping it firgt. Thisis of first importance to the
high availability systems, such as contral systems and other systems that may require overnight
rebooting.

Thereisapotentia pitfal, however that we should be aware of when taking backups.
Let's consider the below diagram. The overnight backup starts and the backup dient (in our case TINA

dient) garts building the catalog of the files it has to backup and then starts to backup them on the
backup media.

Oneratiges Oneratiigs
- >

backup contents is vulnerable

During the entire backup phase the entire backup contents is vulnerable. Technically speaking we are
backing up files but since the Rembo Toadlkit stores the dient contents on archive files (comparable to
the backup catad ogs) that pointsto actual shared files, the backup of files-directory can be compared to
abackup of adatabase.

If there will be adient computer image taken during the backup time, the catal og creation or the actual
backup can be considered aslogt.

Reboating, restoration or any other dient computer activity than the image creation does nat have as
harmful effect to the backup. The logHfiles, for example are out of the files-directory, onindividud files.

Back-up of the Rembo Toolkit server 13
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5.1.1 Stop Rembo Toolkit Server during the backup process

The advantage of stopping of the Rembo Toalkit Server is, of course that you have more reliable
backups. The disadvantage is that you should

& Make sure that the dientswill boot even in the absence of the Rembo Todlkit Server.

o Time-out in PXE boat procedure, next boot device hard disk
0 Bootable hard disk, valid boot sector
& Windows boat
& Linux GRUB-boot (LILO isvulnerable, since it contains disk geometry
information).

5.1.2 Do not stop Rembo Toolkit Server during the backup process

Although the idea of having a passibility for afailed backup may sound bad, in practice the possibility
to have oneis quite limited:

& Backup istaken during the night and it is not likely that somebody is taking a system image

each night &t the sametime.

Of course, do not arrange a situation like that by using The Rembo Wizard' s AutoBackup-
feature at the wrong moment.

Some sub-systems, such as the Control System have a static nature. In such systemsit is not
allowed to take disk images outside of the maintenance period, for example.

Before restoring a backup, you can read from Rembo Todlkit'slog filesif there has been dient
computer activity during the backup time (unlessif the machine is completely lost, of course).

By alowing the Rembo Toalkit Server to run during the backup you will give higher availability of the
service without taking excessve risks.

5.1.3 Very High Availability Solution
When none of the solutions explained above is acceptable, there exists a solution that allows very high
availahility of the service. Both DHCP and Rembo Toadlkit Server can be coned. Y ou can have two
servers, rembo.srval and rembo.srvbl that can be dmaost completely identical; apart the server’s |P-
address. For example, if rembo.srval' s DHCP-server isbusy or stopped, rembo.srvbl’s DHCP-server
will respond, and vice versa.

rembo.srval \

o b0.Srvbl client network

During the normal operation, secondary DHCP-server on rembo.srvibl will point torembo.srval's
Rembo Toalkit Server. When the backup-time approaches, following will be done:

1. rembo.srvbl s Rembo Todlkit Server is synchronized with rembo.srval using the netclnt-
utility’ s rsync-command
2. both DHCP-servers are set to point torembo.srvbl’ s Rembo Toolkit Server
3. rembo.srval’ s Rembo Toolkit Server is stopped
4. backup istaken from rembo.srval
5. rembo.srval’ s Rembo Toolkit Server is started
6. both DHCP-servers are set to point back to rembo.srval’ s Rembo Toolkit Server
14 Back-up of the Rembo Toolkit server
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7. reporting messages from The Rembo Wizard are analyzed to seeif thereis any new images on
rembo.srvbl

8. if needed, new images from rembo.srvbl are copied and ingtdled on rembosrval using the
RAD file format (and not rsync-command)

52 Redoring from the backup

When restoring the Rembo Toolkit Server’s shared file system repository in the files-directory, two
possibilities are envisaged: Restoring asinglefile or restoring an image archive.

5.2.1 Recovering a single file

There is no need to stop the Rembo Toalkit Server. Using TiNA-client, restore thefile or filesto the
origina location. Note that only single text files, scripts, plug-in files or such can be restored thisway,
not disk image ar chives.

& Keep carefully dl the intermediate files in the /rembo/Restored directory, asillugtrated in the
below examples. Thisis to make surethat the TiNA backup daemon does not start to meke a
double backup; the /rembo/Restored directory is excuded from the backup.

5.2.2 Recovering an image archive

In this procedure you must have mor e than 50 per cent disk spaceleft on the /rembo file system.
Restore the entire files directory into the /rembo/Restored directory, reserved for this purpose. Rename
the origina shared file system repository directory.

/etc/init.d/ renbo stop

cd /renbo

nv files Restored/files.org
nv Restored/files .

If thereis not enough disk space l&ft, please consider to restore the files-directory on an other Rembo
Toolkit Server. Restart the Rembo Toolkit server on the restored file system.

/etc/init.d/ renbo start

Using either the command line netclnt-utility or the Windows-based Server management console,
extract the archive and its shared filesinto aRAD formeat file

(ex.radget nyi mage. bas. rad nyi nage. bas).

Before you start, make sure that you have sufficient disk space available. For example, al,7 GB
Windows XP archive does not fit into adisk space of 1 GB!

Restart the Rembo Toolkit Server with the origina shared file system repository

/etcl/init.d/ renbo stop

cd /renbo

nv files Restored/files

nv Restored/files.org files
/etc/init.d/ renbo start

Using either the command line netclnt-utility or the Windows-based Server management console,
import the archive and its shared files from the RAD formet file.
(ex.radput nyi nage. bas. rad nyi mage. bas).

Once you have assured that the archive has been restored correctly, remove the restored files-directory.

Back-up of the Rembo Toolkit server 15
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cd /renbo
rm—rf Restored/files

5.2.3 Recovering the entire shared file system

If we consider that the shared file system repository in the files-directory is completely lost we can
proceed with a total replacement from the backup copy.

/etc/init.d/ renmbo stop
cd /renbo
rm—rf /renbo/files

Restore with TiNA-dlient the entire files-directory to the original. Check the consistency and take the
opportunity to pack the contents of the shared file system using the foll owing commands of the Rembo
Toalkit Server. Run the fsck equivalent of the Rembo Toalkit, first in reporting only mode:

cd /usr/local/renbo
./renbo -d —-v 3 —chkshared

If there are no big warnings, you can run the repair mode on the shared file system

./lrenbo -d —-v 3 -fixshared

You can get anideawhat can be gained if the shared file system is backed by issuing the command

./renbo -d —-v 3 -statshared

Findly, if you consider that the gains are worth of the small risk involved (something can go wrong),

you can pack the shared file system
./renbo -d —v 3 -packshared
Start the Rembo Toalkit server.

/etc/init.d/ renbo start

6 Changing Client Computer’'s M AC-Address

The example platform below isfor Solaris 8 server where both DHCP and Rembo Services are running
on the same machine. The explained procedure has following objectives:

& Explain how to change host's MAC
address on ISC's DHCP 3.0 server's
configuration file for

0 PXE option space (Rembo
Boot)

0 DHCP option space (Post-Boat
Services)

& Explain how to change host's MAC
address on a Rembo Server

As an example, host's MAC address changes
from 00:02:b3: 1a:5f: 16 to 00:02: b3: 1a: 5f:32.

16

Class Rembo Boot
Server {

Subclass <server>
< >;

GROUP diagpc {
client {

GROUP diagpc {
client {
< >

/rembo/rembo.conf

y

Subnet 160.1.. { ient Computer’s MAC-Address

} lote/dhendir/dhend ranf
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Basicdly, it is enough to edit two files, /etc/dhcpdir/dhcpd.conf and /rembo/rembo.conf and restart the
services that use these files. There are three occurrences of aMAC addressin thefiles, asillugtrated in
thefile diagram.

NB: You must do atelnet, ssh, rlogin or similar on the target server machine, login as<you>. Being
root and using su-command will not work!

Below we log on a Rembo/DHCP server with telnet.

t el net <nyrenboserver>

6.1 Modify DHCP Service

Verify that the DHCP configuration file /etc/dhcpdir/dhcpd.conf is not 1ocked for somebody el se (if it
is, you must either have to contact the person who forgat the lock on, or to have the super-user
privilegesto unlock thefile)

cd /etc/dhcpdir
Is -1

Lock the DHCP configuration file for modificationsin the rcs(1) version control system

co -1 dhcpd. conf

Using vi, emacs or what ever editor you prefer, edit the configuration file. Find first occurrence of the
old MAC address in the configuration file, from the PXE option space. The following line explains
from which Rembo server the system should be boot from. Below the line has been modified for the
new MAC address

subcl ass "pxerenboclient _freak" 1:00:02: b3: 1a: 5f: 32; # pcki mo

Find now the second occurrence of the old MAC address. It will be in the DHCP option space. Below
the MAC address has already been changed to the new vaue

group {
# Kimmo' s PC CS net wor k
host pcki mo {
har dwar e ether net 00: 02: b3: 1a: 5f: 32;

Save the modified dhcpd.conf file. Restart the DHCP services with following command to test the
modifications

/etc/init.d/ dhcpd debug

If the dhcpd.conf file does not contain errors, the DHCP-server will start to run on foreground, sending
its output to the console

Li steni ng on DLPI/dnfe0/ 00: 03: ba: 14: db: 37/ 192. 168. 1. 0 24
Sending on  DLPI/dnfe0/00: 03: ba: 14: db: 37/192. 168. 1. 0/ 24
Sending on  Socket/fall back/fall back net

If you do not see the above message it islikely that you have a syntax error in the dhepd.conf file. A
typical error isamissing semi-colon ;" that you have accidentally deleted. Don't panic, instructions will
follow.
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If you can see the above text, press Ctrl-C to stop the foreground running DHCP daemon.

6.1.1 DHCP Service modified successfully

With no errosin the dhcpd.file, continue here. Check-in your work to unlock the dhepd.conf file for
future modifications

ci -u dhcpd. conf

<On one line, explain what you have done, give a nane of the madi ne,
at |east>

<Terminate with a ".">

6.1.2 DHCP Service Modifications failed - How to cancel everything

If you cannot figure out what went wrong with the configuration file and why the DHCP service will
not start, thisis how you can recover the original configuration

cp dhcpd. conf /tnp/ dhcpd. conf _can_not _under st and
rcs -u dhepd. conf
co dhcpd. conf

(if asked is it OKto overwite, answer Y)
letc/init.d/ dhcpd start
ps -ef | grep dhcpd

6.2 Modify Rembo Service

Verify that the Rembo Server configuration file rembo.conf is not locked for somebody else (if it is, you
must either have to contact the person who forgot the lock on, or to have the super-user privilegesto
unlock thefile)

cd /renbo
Is -1

Lock the Rembo Server configuration file for modificationsin thercs(1) version contral system

co -l renbo. conf

Using vi, emacs or what ever editor you prefer, edit the configuration file. Find the occurrence of the old
MAC address in the configuration file. Below the line has been modified for the new MAC address

# pcki nmo
Host 00: 02: b3: 1a: 5f: 32 {
StartPage "net://gl obal /renbow z. shtm "

Save the modified rembo.conf file. Restart the Rembo Server with following command to make
modifications public

/etc/init.d/ renbo rel oad

The ESRF Rembo Server restart script makes atest to seeif the server starts correctly. If you see an
error message, it islikey that you have a syntax error in the rembo.conf file. Typically thisisamissing
semi-colon ;" or such.

6.2.1 Rembo Service Modified Successfully
Check-in your work to unlock the rembo.conf file

18 Changing Client Computer’s MAC-Address
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ci -u renbo. conf

<n one line, explain what you have done, give a nane of the machine
at | east>

<Terminate with a ".">

In the following step, you would need a network access password to access the Rembo shared file
system. It is best viewed with following command

cat /renbo/renbo.conf | grep NetPassword

6.2.2 Rename MAC-address directory in the Rembo file system

Host's MAC-address should be changed a so on the Rembo Server's file system. Thisis best done with
the Rembo Server Management Console. But sinceit is a Windows program it may not dways be
available. Fallowing explains how to rename the directory using netclnt-tool on the Rembo Server

[usr/1ocal / bi n/ netcl nt

Netclnt 2.0 (c) Renbo Technol ogy Sarl
NETFS> connect | ocal host

Password: <see 6.2.1>

NETFS> cd hosts

Current directory is /hosts

NETFS> nove 0002b31la5f 16 0002b31a5f 32
NETFS> exi t

7 Scanning Rembo File System With Anti-Virus Software

Prerequisite for the successful scanning of the Rembo shared file system repository is that no
compression is used when archives are created. Non-compressed archives can be scanned by letting a
virus scanning toal's, such as InterScan Viruswall.

7.1 Findthehod of theorigin for an infested shared repository file
When the virus scanning tool reports for an infested file the reported file would be something like:

/renbo/ fil es/ shar ed/ ABQ DE bl k1234

On the above path, ABC/DE can be used to find out the IP-address of the infected host. Consider
fallowing formula, simplified for the addresses belonging to the same group of dass-C |P-addresses):

Host-1P = (Server-IP >> 1) » ABCDE

The calculations — athough seemingly very simple — can be quite complicated. From the discussions
with the Rembo' s devel opers, we can conclude that if the dient and server are on the same sub-
network, we can divide dientsin two address groups, with .1 —.127 and .128 — .255 address ranges,
respectively. Few examples:

= Server's |P-addressis 192.168.1.8., dient's addressis 192.168.1.81. What isthe

shared/ABC/DE ?

Server |P=.1.8 (hex=0108)
dient IP=1.81 (hex=0151)
(0108 ~ 0151) << 1 = 00B2

ABC/DE = 000/B2

= Server's |P-addressis 192.168.1.8., dient's address is 192.168.1.132. What isthe

shared/ABC/DE ?
Server |P=.1.8 (hex=0108)
dient IP=1.132 (hex=0184)
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(0108 ~ 0184) << 1 = 0118
ABC/DE =001/18

We have found an infested file in a shared directory shared/000/06. The server's IP-addressis
192.168.1.8. How to calculate the dient's IP-address, supposing that it is on the same sub-

network 192.168.1.0 ?

Sarme subnetwork and the ABC=000, use only the |owest byte of the server’s
addr ess=08 and DE=06

(06 >> 1) ~ 08 = 0B (11 deci mal)

client address is subnetwork+11, 192.168.1.11

We have found an infested file in a shared directory shared/001/22. The server's IP-addressis
192.168.1.8. How to calculate the dient's IP-address, supposing that it is on the same sub-

network 192.168.1.0 ?
Sane subnetwork and the ABC=001, we are on the address range .128 or higher.
(0122 >> 1) ~ 0108 = 0199 (99 hex. = 153 decimal)

client address is subnetwork+153, 192.168.1.153

20
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8 Appendices

8.1 /ecetc/init.d/dhcpd.sh used at the ESRF for RedHat 7.1 servers
#/bi n/ sh

#

# dhcpd This shell script takes care of starting and stopping
# dhcpd

#

# chkconfig: - 65 35

# description: dhcpd provide access to Dynamic Host Control Protocol

H

Source function library.
/etc/rc.d/init.d/functions

# Sour ce networ ki ng configuration
/ et c/ sysconfi g/ net wor k

# Check that networking is up.
[ ${NETWORKING = "no" ] &% exit O

[ -f Jusr/sbin/dhcpd ] || exit O
[ -f /etc/dhcpdir/dhcpd.conf ] || exit O
[ -f /var/state/dhcp/dhcpd.leases ] || exit O

RETVAL=0
prog="dhcpd"

start() {
# Start daenons.
echo -n $"Starting $prog
daenon /usr/sbin/dhcpd -cf /etc/dhcpdir/dhcpd. conf
RETVAL=$7
echo
[ $RETVAL -eq 0 ] && touch /var/| ock/subsys/ dhcpd
return $RETVAL

stop() {
# Stop daenons.

echo -n $"Shutting down $prog

kill proc dhcpd

RETVAL=$7

echo

[ $RETVAL -eq 0] & rm-f /var/l ock/subsys/ dhcpd
return $RETVAL

}

# See how we were call ed
case "$1" in
start)
start
st op)
st op

restart|rel oad)
stop
start
RETVAL=$?

condrestart)

Appendices
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if [ -f /var/lock/subsys/dhcpd ]; then

st op
start
RETVAL=$?
fi
st at us)
status dhcpd
RETVAL=$7
9 s
echo $"Usage: $0 {start|stop|restart|condrestart|status}"”
exit 1
esac
exit $RETVAL

8.2 [etcetc/init.d/dhcpd.sh used at the ESRF for Solaris servers

#! / bi n/ sh

if [ ! -d/usr/bin]

t hen # [usr not nounted
exit 1

fi

#

# Start/stop DHCP service

#

case "$1" in

's

tart')
if [ -x [usr/sbin/dhcpd ]
t hen
[ usr/shbin/dhcpd -q -cf /etc/dhcpdir/dhcpd. conf > /dev/console 2>&1
f

"stop')

'debug'f

ol dpi d="/usr/ bi n/ ps -ef
[usr/bin/grep '/usr/sbin/dhcpd
/usr/bin/grep-v 'grep'
lusr/binfawk '{print \$2 }'"
if [ -z "$oldpid" ];then
echo "No dhcpd process running" > /dev/consol e 2>&1
el se
echo "Killing /usr/sbin/dhcpd ($ol dpid)" > /dev/console 2>&1
kill $ol dpid
fi

ol dpi d="/usr/bi n/ ps -ef
[usr/bin/grep '/usr/sbin/dhcpd
lusr/bin/grep-v 'grep'
lusr/binfawk '{print \$2 }'"
if [ -z "$oldpid" ];then
echo "No dhcpd process runni ng"
el se
echo "Killing currently running /usr/sbin/dhcpd ($ol dpid)"
kill $ol dpid
sleep 2
fi
[ usr/sbin/dhcpd -d -cf /etc/dhcpdir/dhcpd. conf

22
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'r

*)

estart')
ol dpi d="/usr/bin/ps -ef |
[usr/bin/grep '/usr/sbin/dhcpd |
lusr/bin/grep-v 'grep' |
lusr/binfawk '{print \$2 }'"
if [ -z "$oldpid" ];then
echo "No dhcpd process runni ng"

el se
echo "Killing currently runn ng /usr/sbin/dhcpd ($ol dpid)"
kill $ol dpid
sleep 2

fi
[ usr/sbin/dhcpd -q -cf /etc/dhcpdir/dhcpd. conf
newpi d="/usr/ bi n/ ps -ef |
[usr/bin/grep '/usr/sbin/dhcpd |
lusr/bin/grep -v 'grep' |
lusr/bin/fawk '{print \$2 }'"
if [ -z "$newpid" ];then
echo "/usr/shin/dhcpd **** DI D NOT START ****"
echo L khkkkkhkkkhkhkkhkxkhkx%k"
echo "Do you want e to"
echo "start it in debug mode? (y/n)"
read debugit
if [ "$debugit" = "y" ];then
[ usr/sbin/dhcpd -d -cf /etc/dhcpdir/dhcpd. conf
fi
el se
echo "/usr/sbin/dhcpd STARTED KX (process nunber $newpid)"
fi

echo "Usage: /etc/init.d/dhcpd { start | stop | debug | restart }"

esac

exit O

8.3 /dhcpdir/dhcpd.conf examplewith PXE option space pointing to Rembo Boot

#

HHEHFHFHFFHHFHFFFHFEHFHHEHFHFHHR

#

dhcpd. conf ESRF DHCP configuration file 3.0
Modi fied: $Date: 2001/11/28 08:53:13 $
You may want to have two wi ndows open on this system
- one with your own account, one withroot priviledges
1) The actual location of this file is $Source: /etc/dhcpdir/dhcpd. conf$
- nmove into that directory
2) Check out the file for modifications "co-l dhcpd. conf"
3) Once nodified you may want to stop the dhcpd services
"/etc/linit.d/ dhcp stop
4) Check your files against syntax errors by starting dhcpd services with
[ usr/ sbin/dhcpd -d
(stop with Crl-C
5) Save the nodified file, check it in "ci -u dhcpd. conf"
Pl ease gi ve aneani ngful conment.
6) run "/etc/initd.d/ dhcpd restart”
(suid executable that run /etc/initd./dhcpd.sh restart)
7) At the end of script: Verify that the dhcpd process actually do start

PXE OPTI ON SPACE
Definition of PXEspecific options where the services required by

the PXE client are answered by the DHCP proxy of the PXE server.

Renbo server, for exanple may be | ocated on a different machine than this
DHCP server. The client is as per Intel's PXE 2.1 specification and the
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# byte ordering is for the Intel processor architecture.
opti on space PXE;

# ption descriptions and the default values for the ESRF will follow

# nmulticast ip address : multicast address of boot file

#

# size 4

option PXE mftp_ip code 1 = ip address;

ot o e e e e e e e e e e e e e e e e e e e e e e e e e e eaaa
# di scovery control : find bootserver using .. multicast =1

# broadcast = 2

# use list =7

opti on PXE. di scovery_control code 6 = unsigned integer 8;

# discovery multicast address : Milticast capable Boot Servers listening on this
#
opti on PXE. di scovery_ntast _addr code 7 = array of unsigna integer 8;

=
# boot servers . List of Boot Servers

# { type MSB, type LSB, IPcnt, IRaddr-1list,

# type MsB ... }

# - if nore boot servers to be listed, redefine

# the structure by adding type MSB,

# type LSB and so on.

option PXE. boot _servers code 8 = array of unsigned integer 8;

=
# boot menu : Boot possibilities:

# { type MsB, type LSB, desclen, "text", type MsB ... }

# - if nmore itens to be listed, redefine the structure

# by addi ng type MSB, type LSB and so on.

# - to find out the decimal text format, say ex.:

# echo MyMenuText | od -t ul

#

opti on PXE. boot _menu code 9 = array of unsigned integer 8;
=
# nmenu pronpt : What to display: { timeout, "pronpt" }

#

option PXE. menu_pronpt code 10 = { unsigned integer 8, text };

Bommmm - PXE REMBO BOOT CLIENT CLASSES -------------ommmmmma o
# Oreate a generic class for PXE clients who wants to boot fromthe ESRF

# Renbo server(s):

# - Use unicast to connect to the server

# - Boot Server type = 15

# - Renbo Server #1 = exanple.nyprivate.donmain (192.168.1.1)

# - Boot nenu is currently:

# (1) "Renbo Server" (default, type 15)

# (2) "PXE/BootP Server" (if not defined in boot_servers, then local, type 0)

class "pxerenboclient_exanpl e" {
mat ch har dwar e;
option vendor-cl ass-identifier "PXEd i ent";
vendor-opti on- space PXE;
option PXE. di scovery_control 7;
opti on PXE. di scovery_ntast_addr 0,0, 0, 0;
option PXE. boot_servers 0, 15,1, 10,0,0, 1;
opti on PXE. boot _nenu
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0, 15, 12,
82, 101, 109, 98, 111, 32, 83, 101, 114, 118, 101, 114,
0,0,9,
80, 88, 69, 47, 66, 111, 111, 116, 80;
opti on PXE. nmenu_pronpt 3
"EXAMPLE responded: Boot froma Renmbo Server: EXAMPLE (F8=nenu)”

}
# Following is the list of all Renbo clients, sdected by the first broadcast
# packet's hardware information fields.

# - The format is <ARR hardware type><hardware address>, for Ethernet

#  1: <MAG addr ess>

#

s

ubcl ass "pxerenbocl i ent_exanpl e" 1:00:02: b3: 1a: 5f: 16; # nodel

# DHCP COPTI ON SPACE

# option definitions conmon to all hosts

#

server-identifier exanpl e. nypri vat e. donai n;
server- namne "exanpl e";

opti on domai n- nare "myprivat e. dormai n";

opti on donai n- nane-servers 192.168. 1. 1;

opti on subnet- mask 255. 255. 255. 0;

# make sure Wndows clients work fine

# Hybrid node - WNS first. Then broadcast
# for WNS servers see on each sub network
# lease tinme = 3 hours

defaul t-1 ease-tine 10800;

max- | ease-ti ne 10800;

deny unknown-clients;

use- host - decl - nanes on;

# from 3.0b2pl 11 - No DDNS registration

ddns- updat e-styl e none;

e GROUP DEFINITIONS - -----mmmmm e e e e e e e oo -
#

group {

host nodel {
# if the DHCP server is on a different nmachi ne than the Renbo Server,
# declare in the following two |lines the Rembo Server's nane

# server-identifier nyr enboser v. nydonai n. or g;
# server-nane "nyr enboser v";
har dwar e et her net 00: 02: b3: 1a: 5f: 16;
fi xed- addr ess 192.168. 1. 1;
option host-nane "pctest”;
}
}
Homm e SUBNET DEFINI TIONS == - mmmmmmm e mm e eee e
#
# Private networks that the DHCP should listen
#

subnet 192.168. 1.0 netmask 255.255. 255.0 {
opti on broadcast-address 192. 168. 1. 255;

}

#

# Public networks that the DHCP should listen
#

subnet 123.123.123.0 netmask 255. 255. 255.0 {

option routers 123.123. 123. 99;
opti on broadcast- address 12.123. 123. 255;

}
# end of dhcpd. conf
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8.4 dhcpd.c source codefor the/etc/init.d/dhcpd used at the ESRF for RedHat 7.1

servers

/* This is a wapper programto execute dhcpd. sh script */
#i ncl ude <sys/wait.h>
int main(int narg,

char *argv[])

char conmand[ 128] ;
char buff[80];
int i,rc;
strcpy(command, "/etc/init.d/ drepd. sh ");
strcat (command, argv[1]);
/* get stdin and stdout, stderr K */
set ui d(0);
r c=syst en( conmand) ;
if ( WFEXITED(rc) '=0) {
ret ur n( WEXI TSTATUS(rc) ) ;
}
el se {
return(0);

8.5 Initial Rembo configuration file used at the ESRF

# ESRF Renbo NBP config file
# Modified: $Date: 2002/ 03/05 15:04:23 $

# BaseDir <string>

# Specifies the home dir for the server. Al paths can then be
# specified as relative to this base directory

# e.g. Basedir "c:/bootronirenbo"

BaseDir "/opt/renbo"

# Net Password <string>

# This password will protect your server against illegal access
# to the server's files through netclnt

# This option is mandatory

Net Password "renbo"

# Interfaces <ip-addresses>

# Specify the server | P addresses on which you want Rnbo to

# recei ve and send packets

# Wien not specified, Renbo uses the IP address bound to the host nane
#l nterfaces 192.168.1.1

# ESRF DCHP servers will provide the initial PXE answer

Di sabl eDHCPPr oxy

Boot NoMul ti cast Di scovery

# ESRF. W allow the UDP and MCAST datagrams to cross just one router

# Note that other, client side linmtations may have been programred
# tothe initial StartPage file.

Fi | eMCASTTTL 2

MIFTPMCast TTL 2

Aut hLocal Donai n renboaut h {
User G oup "conp"

}

# Collect all nondefined hosts here
GROUP Default {
Opti ons uni cast

26
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Aut hDomai n "r enboaut h"
Start Page "net://gl obal/renbowi z_nodefs.shtm"

}
#
#

end of renbo. conf

8.6 /etd/init.d/rembo.sh used at the ESRF for RedHat 7.1 servers

#!/ bi n/ sh
#

# Sanple init script for starting REMBO automatically on boot-up

#

# For RedHat Linux 7.x

#

# This is the path where REMBO is installed

#

REMBCDI R=/ usr/ | ocal / r embo
cmdl i ne="${ REMBODI R}/ renbo -v 3 -c¢ ${REMBCDI R}/ r enbo. conf "

# Source function library.
/[etc/rc.d/init.d/functions

check_t hat _running() {
pi d="/bin/ps -ef |
/bin/grep $1 |

echo "

if [
t hen

el se

fi
}

/ bi
/ bi
/ bi
/ bi
/ bi
/ bi
/ bi
/ bi
/ bi
/ bi
/ bi
/ bi

/bin/grep -v grep |
check_t hat _running():"
" $pi d"

echo "
echo -n "

n/grep -v
n/grep -v
n/grep -v
n/grep -v
n/grep -v
n/grep -v
n/grep -v
n/grep -v
n/grep -v
n/grep -v
n/grep -v
n/grep -v

=]

echo_failure
echo ""

exit

echo "

1

check_t hat _not _runni ng() {
pi d="/bin/ ps -ef |

/bin/grep $1 |

/ bi
/ bi
/ bi
/ bi
/ bi
/ bi
/ bi
/ bi
/ bi

# verify that the naned process(es) running,

/bin/grep-v $0 | /bin/grep -v $$ |
"renbo start" |
"renbo stop" |
"renbo restart” |
"renbo rel oad" |

"renbo.
"renbo.
"renbo.
"renbo.

"tina "

sh
sh
sh
sh

"enacs "

vt

"view "
/bin/awk '{print \$2 }'

start" |
stop" |
restart” |
rel oad" |

- no process(es) naned $1 runni ng"
- error exit fromscript"

- naned process(es) $1 are running ($pid)"

el se error

# verify that the naned process(es) not there

n/grep -v "renbo
n/grep -v "renbo
n/grep -v "renbo
n/grep -v "renbo
n/grep -v "renbo.
n/grep -v "renbo.
n/grep -v "renbo.
n/grep -v "renbo.

n/grep-v "tina_"

/bin/grep-v $0 |

start" |
stop" |
restart" |
rel oad" |

sh
sh
sh
sh

start" |
stop" |
restart” |
rel oad" |

/bin/grep -v $$ |
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}

kil I mast erprocess() {

/bin/grep-v '
/bin/grep-v '

"vi

"emacs "

/bin/grep-v "view" |
/bin/grep-v grep |

/bin/awk '{print \$2 }'

echo " check_t hat _not _runni ng():"
if [ "$pid" I=""]
then
echo " - naned process(es) $1 still running ($pid)"
echo -n " - error exit fromscript"
echo_failure
echo ""
exit 1
el se
echo " - no process(es) naned $1 runni ng"
fi

# finds

pid="/bin/ps -ef | /bin/grep

/bin/grep-v
/bin/grep-v
/bin/grep-v
/bin/grep-v
/bin/grep-v
/bin/grep-v
/bin/grep -v
/bin/grep-v
/bin/grep-v
/bin/grep-v
/bin/grep-v
/bin/grep-v

'renbo
"renbo
"renbo
"renbo
"renbo.
"renbo.
"renbo.
"renbo.
"tina_" |
"emacs "
"v
"vi ew

/bin/grep -v grep

out the process forked
$1 | /bin/grep-v $0
start" |

stop" |

restart"” |

rel oad"

sh start" |

sh stop"

sh restart"”

sh rel oad"

"
awk '{printf ("parent%

by daenmon(), kills it
/bin/grep -v $$

%\ n",\$3,1$2);}" |

grep "parentl " | awk '{print \$2}
echo " kill masterprocess():"
if [ "$pid" =""]
t hen
echo " - could not find process(es) named $1 forked by (1)"
el se
echo " - kill(21):signal ($2), process($pi d), naned($1), forked by (1)"
Kill $2 $pid
fi
}
echo "/etc/init.d/ renbo:"
case "$1" in
"start')
check_t hat _not _runni ng renbo
echo " - Starting renbo with comrandl i ne"
echo -n " $cmdl i ne"
daenon $cndline > /dev/null 2>&1
sleep 2
echo ""

check_t hat _runni ng renbo

"stop')
kil | mast erprocess renbo - TERM

sleep 2

check_t hat _not _runni ng renbo

"rel oad')
check_t hat _runni ng renbo
kil | mast er process renbo - HUP

sleep 2

check_t hat _runni ng renbo
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"restart')
kil | mast er process renbo - TERM
sleep 2
check_t hat _not _runni ng renbo
echo " - Starting renbo with comrandl i ne"
echo -n " $crdl i ne"
daermon $cndline > /dev/null 2>&1
sleep 2
echo ""

check_t hat _runni ng renbo

*
)
echo -n " usage: renbo {start|stop|restart|rel oad}"
echo_failure
echo ""
exit 1
esac
echo -n " exiting - no errors”
echo_success
echo ""
exit O

8.7 rembo.c source code for the /etc/init.d/rembo used at the ESRF for RedHat 7.1
servers

/* This is a wapper programto execute renbo.sh script ¥
#i ncl ude <sys/wait.h>
int main(int narg,

char *argv[])

char conmmand[ 128] ;
char buff[80];
int i,rc;
strcpy(command, "/ etc/init.d/ renbo.sh ");
strcat (command, argv[1]);
/* get stdin and stdout, stderr K */
set ui d(0);
r c=syst en( conmand);
if ( WFEXITED(rc) !'=0) {

ret ur n( WEXI TSTATUS(rc) ) ;

el se {
return(0);
}

}

&
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